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Unlock New Data Sets and Tools Previously Off-Limits

Benefits for Users

• Safely open the door
     to the cloud

• Feed AI/ML Tools 

• Share intelligence
      generated at the edge

• Bring legacy platforms
      into the IoT that have no  
      business being there

• Designed for OT

• Made in the USA

• Physically-enforced 
     one-way data transmission
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